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Conclusion. Fig.5 (b) shows that the radar data matrix hasesioralevant distortions related to the sam-
pling frequency of echoes and the viewing anglengea

SAR programming model allows to simulate the foramabf radar images in rectilinear uniform motidrttee
aircraft over the site of the relief area. The néglthe basis for the development of fast algamitHor the synthesis of
radar images, for radar data correction algoritimthe drift trajectory of the aircraft, as well fas filtering algo-
rithms. It helps to assess the technical requirésrienthe SAR functional blocks at its implemeiatat

REFERENCES

1. Konnparenxos, I'.C. PagnonokanoHHbIe CHCTEMBI JUCTAaHIIMOHHOTO 30HMPOBAHIS 3eMIIH | yue0. mocodue Ui By30B
/ T.C. Konpparenkos ; ox pex. I'.C. Konaparenkosa. —M. : Pamuorexnuka, 2005. — 36&.

2. bemses, A. CoBpeMeHHbIe ycTpoiicTBa udpoBoii 06paboTku curaanos. Bmecte nim Bpo3b? /A. bensies, T. CosoxuHa,
B. FOnunues // Dnexrponuka: Hayka, Texuomnorus, busuec. — 2009. Ne 1. —C. 28-35.

3. PaxuonokaiMoOHHBIE CHCTEMBI 3eMiIe0030pa kocMudeckoro 063opa / B.C. Bepba [u ap.] ; nox pexn. B.C. BepOsl. — M. :
Panuorexnuka, 2010. — 68@.

4. llpumenenue  1uQpoBoii  00pabOTKM  CHUTHAIOB [Onexrponnsiit  pecypc]. — Pexum  gocryma:
http://lib.alnam.ru/book_acos.php?id=86ara mocrymna: 13.12.2015.

UDC 621.372.037.372

THE ANALYSIS OF METHODS OF SIGNALS RECEPTION
IN TECHNICAL CHANNELS OF INFORMATION LEAKAGE

DZIANIS RABENKA, VLADIMIR ZHELEZNYAK
Polotsk State University, Belarus

According to a digital signal definition an actyaloblem is to establish numerical values of criderof
speech signal security. The criterion of speechaligecurity should correspond sufficiently to tniéerion of a
speech signal in a digital form.The criterion sitsit, which value is a border between presence amsbnce of
a speech signal in a leakage channel.

The transfer otligital information has obvious advantages if compare it to trandfanalogue informa-
tion. Methods of protection from information leakagecame more complicated thanks to obtaininggif hi
quality and high level of reliability afigital information transfer.

The primary analog speech signal is biological.rébpon its transformation to the digital form pss
naturalness of the restored speech for qualitg@ireeption. Transfer of speech signals in the alifgrm
through communication channels (data transmisssocaused by a number of transformations becaggglidi
signals should be transferred through analog chauftmme frequency channel), i.e. correspond tetsplkeeffi-
ciency.

The purpose of the present research is to subatariie possibility of application of binary sigaébr
security estimation of digital signals with variagtsuctural characteristics and parameters in alarof infor-
mation leakage.

Thereto it is necessary to take the analysis atgiral characteristics and parameters of sigmaitsfor-
mation leakage channels.

General structure of communication system is a dexnpf message source, transmission channel and
addressee (receiver). At this point the channalpart of transmission system, kind and charatiesisf which
are specified and their change is complicatedraoplsi impossible. The problem solved by transmissigstem
is to transfer a messagefrom an originator to an addressee. As a rulesthegce message is presented in such
form in which its effective channeling is impossibTherefore transfer and reception devices arellysn-
cluded in the system. Given devices transform asaggsn into a signak and transform an accepted signal
into an accepted message

Thus transformatiom — s carried out by the transmitter is biunique ancedetned; transformation
s— r defined by the channel is casual; transformatiessm! carried out by the transmitter is determined but
not biunique.

If a source generates messages from final set#lisd a source of discrete messages, othervéserae
is called a source of continuous messages.

Process of transformation of a signal by messagalisd modulation. Change of parameters of a signa
according to the message which is subject to teansfcarried out during modulation. If a set @frgils formed
during modulation is final modulation, it is calldicrete or digital.
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Channel (antinoise) coding-decoding is applied ravigle maximum reliability of transfer. When using
antinoise coding speed of transfer decreases axpense of transfer of the redundant symbols, lwhllows
correcting the errors arising in the channel.

The continuous message of a source is exposedaogadigital transformation. Digital bitstream is
formed as a result of this operation and infornrateakage is possible. After reception of a digitabam the
continuous message of a source is restored withehpeof digital-to-analogue transformation.

The general structure of the technical channehfafrmation leakage is a set of a signal sourceiremv
ment of distribution and tool of secret removathed information (a receiver).

Model of speech signal leakage channel is radiaifom speech signal in the digital form. Direct aed
verse transformation of a speech signal is thecgoof that radiation. The simplified model of legkachannels
of a speech signal in the digital form is reflectedFigure 1.

Possible leakage channels of the speech informdtomed by extraneous fields of a speech sigral ar
presented in figure 2:

leakage channel 1 — during the moments of timeafsformation of a speech signal in a signal in the
digital form;

leakage channel 2 — during the moments of timgasfsformation of pulse group in a harmonic signal
(manipulation);

leakage channel 3 — by transfer of a speech sigmabpagation medium;

leakage channel 4 — during the moments of timgafsformation of a harmonic signal in pulse group
(demodulation);

leakage channel 5 — during the moments of timgasfsformation of an initial speech signal from nu-
merical order;

leakage channel 6 — the leakage channels causte thygher harmonics of sampling frequency, modu-
lated by modulating signals which are formed bydhgtal-to-analog converter;

analog leakage channel 1,-2information leakage channels, which are charastierfor an acoustic
speech signal in the form of magnetic and eleetxicaneous fields.

leakage leakage leakage leakage leakage leakage
T channel 1 T channel 2 Tchannel 3 T channel 4 T channel 5 T channel 6
Propagation Low-pass
ADC » Modulator - pag . Demodulator . DAC P
medium filter
A
analog analog Y
leakage leakage
Signal channel 1 channel 2
g iy Acceptor
source

Fig. 1. Model of leakage channels of a speech &igrtae digital form

In picture 1«<ADC» — analog-to-digital converter,AO» — digital-to-analog converter.

The problem consists in a choice of the validatadls criterion for analog and digital speech. Ctewp
ity of this problem is the variety of forms of pesgation of digital signals. It is rational to catex from their
variety signal constructions, orthogonal at whieé tross-correlation coefficient is equal to z8wsuch sig-
nals rate FM-signals.

Other large class of signals is that at which ttoss-correlation coefficient is not equal to zdtds nec-
essary to carry PM-signals to such signals.

Data transmission is carried out by transfer ofaiglements of a direct current or elements cflan
mentary sinusoidal signal. Bit timing possessesrtiportant role in formation of data signal.

It is necessary to find out useful signals agaimstbackground random noise in a point of reception
extraneous fielslof a transferred signal. To distinguish and find them the more difficultly, than more inten-
sively a noise background.

The noise background masks useful signals, beipg$ed on them in a random way and doing necessary
some "guessing" therefore the signal can be aaddptether signal or in general is passed, ar@hgtemission
of noise is accepted for a useful signal. Thus,mthe useful signal is found out correctly, dimensof its pa-
rameters as a result of noises is made with thikadrerror.

At reception there are two tasks:

1) optimum detection of a useful signal againstirances;

2) optimum dimension of some parameters of a usédulal in the presence of hindrances.
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For the purpose of definition of presence of infation in leakage channels it is offered to esthtdis
source of a measuring signal in a point of placrgpurce of extraneous fields of a signal datastrassion sys-
tem, and the receiver — in a point of receptioexifaneous fields of a transferred signal. Thenopth receiver
with the matched filter can serve as the recei¥suoh signal.

The block diagram of such demodulator is shownigufe 2.
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Fig. 2. The optimum demodulator on the basis ofntlaéched filter

In figure 2 «—» — subtractor.
At giving on an input of the matched filter of atcapted signad(t) voltage on an output of the filter at

.
the moment of timé=T y(T) :f A1) d T-1)dt, whereg(t) — pulse response of the filter.
0

The frequency characteristic of the matched filigh the pulse responsg(t) = aq{ - 9 , is defined by
Fourier transform

K(jo) = Tg(t)e“""t d :aT s(t, - t)e’* d= aT se) e gr= a% ¢)e o,

where é( j®) —the conjugate complex function to spectral dgredfia signak(t).

Consequently, the amplitude-frequency characteridtthe matched filter is defined by amplitudespe
trum of a signab(t) accurate within coefficierst, and its phase-frequency characteristic is invgiEe a sign to
a phase spectrum of a sigsé). Owing to it all spectrum component of receiveghal develop in a phase and
give the peak response during the montgnt

Decision-making of the optimum demodulator is basedequality check

[2(0s(9dt-0,5E > [ A9 §()dt 0,5

The symbol «1» is registered at inequality perfaroga and otherwise «0».

Quality of transfer of the speech signal transfatriethe digital form, estimate bit-error probatyiliand
not more low10.

Limiting value of bit-error probability (Shannonimit) is established in work [6] for a case of thealy-
sis of a signal with white Gaussian noise. In addjtthe limiting noise immunity for various sigeas estab-
lished in work [7], at such noise immunity of ar&djat substitutiom = In2 Shannon’s limit is defined.

Normalize numerical value of an indicator of ariraation of security in the digital form probably ¢s-
tablish in the form of bit-error probability and define its dependence on coefficient of speecHligibility.

It will allow to establish security of channelsinformation leakage in the automated mode by singie
terion — speech intelligibility. For this purposgdrmation leakage channels are proved, whichrdrerent for
speech signals in the digital form.
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ANTENNA SIMULATION IN ANTENNA MAGUS SOTWARE PACKAGE
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This article describes the software package Anteviagus. The article shows the main features of the
program, discusses the parameters that can be athdgring the simulation of the antenna. Alsopoisiders
the diagram, which the program during the simulataf the antenna.

Product Antenna Magus, developed by Magus (Pty)dnd is intended for the design and simulation of
various types of antennas, is a database of diffenetennas, from which the user can select theoappte pa-
rameterized model and export it to the package MIBTROWAVE STUDIO, which is then executed her mod-
eling and optimization.

The package is aimed at the broad masses of derslaptennas experts on EMC, as well as system in-
tegrators, we have the estimate location of antemalarge objects. The program analyzes the dlailan-
tenna Magus design goals and performs intellighaioe lacking initial parameters.

Subsequently, the user can manually adjust thegsexbprogram settings. To implement the technology
Smart Design All design goals in Antenna Magus pizeed into groups. For each of these groups a issar
calculator of parameters, which allows differentysido implement the task, grouping initial targetshe pro-
ject requirements. Smart Design Technology enahkesiser to specify only those parameters whichkaosvn
to him, and fully trust Antenna Magus to get thefiresults at a design stage.
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